
Cyber Risk



Cyber Risk
Safety National® is excited to announce our entrance into the cyber risk insurance 
marketplace. Our solution will help companies protect against their global network security 
and privacy risks.

Our Company

•	 Safety National, a member of the Tokio Marine Group, launched a portfolio of coverage to 
support our broker partners and assist companies in mitigating their cyber security risks. 
 

•	 Our cyber risk placements will be underwritten by Safety Specialty Insurance Company®. 

•	 Safety National and Safety Specialty are rated A+ (Superior), XIV by A.M. Best.   

•	 Established in 1942, Safety National is celebrating its 75th anniversary.  

•	 Our Core Values serve as the foundation of our corporate culture and drive our 
interactions – Relationships, Integrity, Teamwork, Balance and Stability.  

Our Commitment

•	 Unparalleled commitment to the best cyber risk insurance solutions through expertise, 
experience and service. 

•	 Commitment to the long term in product and appetite. 

•	 Underwriting and claims decisions made quickly and thoughtfully. 

•	 Promise to assist client preparedness and response through a network of established 
privacy breach vendors, including, but not limited to, Baker Hostetler, Mullen Coughlin, 
Charles River, Crypsis, Navigant, Epiq and JadeRoq.



Security and Privacy Liability
Liability and legal expenses resulting from  
a security or privacy breach.

Incident Response Expenses
Costs incurred to manage a cyber-security 
breach, including IT forensics, legal, crisis 
communication, notification and monitoring.  

Non-Physical Business Interruption 
Loss of profit, extra expense and fixed 
operating expense following a total or partial 
computer outage or disruption caused by a 
security breach or administrative error.

Contingent Business Interruption
Loss of profit and extra expense resulting 
from total or partial interruption or 
degradation in service of an outsourced 
service provider’s computer system caused  
by a security breach or administrative error.

Reputational Harm
Loss of profits and crisis communication 
expenses resulting from brand damage 
following a security breach or privacy breach.

Multimedia Liability
Liability and defense costs incurred as  
a result of multimedia activities.  

Regulatory Defense
Fines, penalties and defense costs resulting from 
regulatory investigations and formal actions 
following a security breach or privacy breach.

Payment Card Industry Fines, Penalties 
and Assessments 
Costs following the improper disclosure of 
payment card data.

Cyber Extortion
Extortion payment and expenses as a result 
of a cyber extortion threat.

Data Restoration
Costs to repair or restore damaged or 
destroyed digital assets.    

Our Appetite

•	 Appetite includes, but is not limited to, construction, financial institutions, healthcare, 
hospitality, manufacturing, retail, technology, utilities and wholesale. 

•	 Strong focus on existing Safety National insureds and prospects. 

•	 Actively seeking primary and excess opportunities. 

•	 Regularly deploy $5M-$10M in limits. Capacity available up to $25M.

Our Protection

LEARN MORE
Contact your Business Development Representative or Spencer Timmel, National Director 
of Cyber & Technology, spencer.timmel@safetynational.com, (513) 298-5171.



Safety National
A.M. Best Rating A+ / FSC XIV
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